
 

 

 
FAIR PROCESSING NOTICE/PRIVACY NOTICE 

FOR STAFF 
Version 4 – Spring 2023 

 
WMAT understands the importance of Personal Data and has the protection of your data as its core. 
 
This Fair Processing Notice / Privacy Notice is intended for staff members and will cover: 

• What is your Personal Data? 
• What information is being collected? 
• Who is collecting it? 
• Why is it being collected and how will it be used? 
• Who will it be shared with? 
• How long do we keep your Personal Data for? 
• What are your privacy rights? 

We are happy to answer your questions. Our contact details can be found at the end of this notice.  

WHAT IS YOUR PERSONAL DATA? 
 
Personal data relates to a living individual who can be identified using elements from that data, either as an 
individual item or in combination with other elements.   

WHAT INFORMATION IS BEING COLLECTED? 
 
We hold the following information:  
 

Identification Name, Date of Birth, Gender, National Insurance Number, 
Employee or Teacher Number, photo, biometric information 

Characteristics Gender, age, ethnic group 

Address Previous addresses, Current address 

Contact Home Phone, Mobile, Email Address 

Employment DBS Number, Bank Details, Identification for ‘Right to Work’ 
checks, P45 

DBS/DBS Checks Name, Signature, Address, National Insurance Number, DoB, ID 
Number, Photo/Biometric Photo, Nationality 

Contract information Start date, hours worked, post, roles and salary information 

Work absence information Number of absences and reasons 

Qualifications and training Qualifications and, where relevant, subjects taught. Inset and 
other training undertaken and courses attended. 

Vehicle information Registration details and, if using your own vehicle for school 
business, insurance and MOT dates 
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Safeguarding Any significant health care and/or dietary requirements 

  

WHO IS IT BEING COLLECTED FROM?  
 
Your Personal Data is collected from you directly. 

WHY IS IT BEING COLLECTED AND HOW WILL IT BE USED? 
 
Your Personal Data is required to enable you to be employed by WMAT.  Your Personal Data is used to 
conduct the mandatory statutory checks for pre-employment and to enable WMAT to fulfil their side of 
your employment contract. Details may be included on the WMAT/school websites. 
 
 
Your Personal Data is processed based on GDPR Legal Basis: 
 

Legal Obligation Details are used for statutory reporting requirements to the 
Department of Education, Local Authority and third parties such 
as Courts or Police where legally obliged to do so. We will also 
process your health data as we have a legal obligation to do so 
for health and safety purposes. We also use your data if you 
have a grievance; are subject to a disciplinary or dismissal; need 
to take paternity, maternity, adoption or parental leave and; 
your health info if you have a sickness. 

Contract Staff details will be required to satisfy their employment 
contract. Also, if it is in your contract, we will process your data 
to assess your performance. 

Legitimate Interest If it is not part of your contract, we will process your data to 
monitor your performance. 

WHO WILL IT BE SHARED WITH? 
 
Your Personal Data will be shared with: 
 

Payroll Services Your details will be passed to our payroll provider for the 
purpose of processing the payroll. 

HR Services Your details may be passed to our HR Service Company for the 
purpose of giving you and WMAT HR support. 

Pension Providers Your contact details will be passed on to Pension providers for 
the purpose of providing a pension to you.  

Law/Emergency Services If appropriately requested, it may be needed to supply your 
Personal Details to Law and Emergency Services 

Government Agencies Your details will be shared with government agencies such as 
HMRC and the Department for Education. 

 
HOW LONG DO WE KEEP YOUR PERSONAL DATA FOR? 
 
We are required to hold your Personal Data for 7 years after the end of your employment based on the 
current legal obligations from HMRC. 
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WHAT ARE YOUR PRIVACY RIGHTS? 
 
Under the General Data Protection Regulation (GDPR), Data Subjects have rights about their Personal Data; 
these rights are not absolute:  
 

The Right to be Informed Provides Data Subjects with information about the processing 
activities being conducted, which are contained within this 
notice. 

The Right of Access Provides the Data Subjects with confirmation that their 
Personal Data is being processed and allows them access to the 
Personal Data you hold. 

The Right to Rectification Data Subjects have the right to have inaccurate data rectified or 
incomplete data completed. 
 

The Right to Erasure (Right 
to be Forgotten) 

Data Subjects have the right to have their Personal Data erased, 
provided that: it is no longer needed; we have been processing 
your data by consent and you have withdrawn consent; we no 
longer have a legal basis to process your data under; or we are 
processing your data unlawfully.  

The Right to Restrict 
Processing 

Data Subjects have the right to restrict the unnecessary 
processing of their Personal Data where it was processed under 
legitimate interest. 

The Right to Data 
Portability 

Data Subjects have the right to move their Personal Data 
between organisations, such as banks and insurance 
companies. It is not always possible to do this but can be done 
when the data is being processed under contract or with your 
consent and the processing is performed by automated means. 

The Right to Object Data Subjects have the right to object to how their Personal 
Data is being processed where it is being processed under 
legitimate interest. 

Rights Relating to 
Automated Decision 
Making and Profiling 

Data Subjects have the right not to be subject to an automated 
decision or profiling, where such could produce a legal effect 
concerning him or her, or similarly significantly affects him or 
her. 

 
Biometric information  

Biometric information is information about a person’s physical or behavioural characteristics that can be 

used to identify them, for example, information from their fingerprint. It is defined in the Data Protection 

Act as “personal data resulting from specific technical processing relating to the physical, physiological or 

behavioural characteristics of an individual, which allows or confirms the unique identification of that 

individual, such as facial images or dactyloscopic data.” 

How it will be used 

Biometric information may be used for a range of applications and services including but not limited to 

access and exit for the School’s premises, access to services etc.  

Currently the trust schools only uses fingerprint information as part of an automated biometric recognition 

system. This system takes measurements of a person’s fingerprints and converts these measurements into 

a template to be stored on the system. An image of the fingerprint is not stored. The template (i.e. 

measurements taking from the fingerprint) is what will be used to permit access to the service. 
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Your Rights to Processing 

You can object to the proposed processing of your biometric information at a later stage or withdraw any 

consent you have previously given. This means that, if you give consent but later change your mind, you 

can withdraw this consent. Please note that any consent, withdrawal of consent or objection must be in 

writing and addressed to the Headteacher/Principal with the subject line “withdrawal of bio consent”. 

The trust/school is also happy to answer any questions you may have. If you do not wish your biometric 

information to be processed by the school the law says that the school must provide reasonable alternative 

arrangements and the school will do this by providing an alternative means. Please note that when your 

leave the school or if for some other reason withdraws consent to use the biometric system, your biometric 

data will be securely deleted. 

For more information about your Data Subject Rights, please refer to the ICO website - 
https://ico.org.uk/for-organisations/guide-to-the-general-data-protection-regulation-gdpr/individual-
rights/ 
 
If you wish to exercise any of these rights, then please contact us using the details at the end of this notice. 
 
You also have the right to lodge a complaint about our processing with the UK’s Information 
Commissioner’s Office – ico.org.uk 
 
HOW CAN WE PROCESS YOU PERSONAL DATA IN THE FUTURE? 
 
If we wish to use your personal data for a new purpose, not covered by this Fair Processing Notice, then we 
will provide you with a new notice explaining this new use prior to commencing the processing and setting 
out the relevant purposes and processing conditions. Where and whenever necessary, we will seek your 
prior consent to the new processing. 
 

CONTACT US 
 
Weydon MAT 
Weydon School,  
Weydon Lane,  
Farnham,  
Surrey, GU9 8UG 
 
Email: GDPR@weydonmat.co.uk  
 
Weydon MAT is registered with the Information Commissioner's Office: ZA792813 
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